Data Protection and Privacy Explanation Pursuant to Article 13 of the GDPR for the Semester Deutschlandticket

The following provides data protection information on the processing and, in particular, the sharing of your personal data as an enrolled student at Universität Hamburg (hereinafter “the University”) from the University to S-Bahn Hamburg GmbH in connection with the purchase of the semester Deutschlandticket.

1. Contact information for the controller and data protection officer

a. The controller for your data (under Article 4 number 7 GDPR) is:

Universität Hamburg, represented by the President
Mittelweg 177
20148 Hamburg
praesident@uni-hamburg.de

b. The Universität Hamburg data protection officer is:

Datenschutzbeauftragte/r der Universität Hamburg
Mittelweg 177
20148 Hamburg
datenschutz@uni-hamburg.de

2. Purpose of processing of your personal data and legal basis

The University student body, represented by AStA (student council), has concluded a contract with the Hamburg Public Transport Association (HVV), represented by S-Bahn Hamburg GmbH, for the purchase of the semester Deutschlandticket by students enrolled at the University and entitled to purchase the ticket (= students obliged to purchase the ticket). In accordance with this contract, the semester Deutschlandticket is issued as a personalized, digital ticket and thus requires the named student to complete an authorization check by logging into their respective Shibboleth account before the ticket can be issued and subsequently used. As part of this authorization check, the University will transmit certain personal data to S-Bahn Hamburg GmbH.

If you belong to the aforementioned group of students and download the semester Deutschlandticket via your Shibboleth account after completing the authorization check, the University will hence transmit the following personal data to S-Bahn Hamburg GmbH at your request:
By downloading the semester Deutschlandticket via Shibboleth, you ultimately conclude your own contract with S-Bahn Hamburg GmbH for the purchase of your individual semester Deutschlandticket, which entitles you to make individual journeys with the Hamburg Public Transport Association (HVV).

Therefore, the processing of your data is necessary for fulfilling the contract to which you are a party or for taking precontractual measures, at your request, prior to entering into a contract, and the provision of your data is contractually required. Without providing your personal data, you will not be issued or able to use the semester Deutschlandticket.

This data processing is lawful under Article 6 paragraph 1 letter b GDPR.

3. **Recipient / categories of recipients**

S-Bahn Hamburg GmbH is the recipient of your personal data.

4. **Duration of data storage**

Since the University does not store your personal data processed in connection with the purchase of the semester Deutschlandticket exclusively in this context on its systems—it must also process and store this data for other purposes (e.g., for examination registrations in accordance with Article 6 paragraph 1 letter e, paragraph 2, paragraph 3 GDPR in conjunction with Section 111 subsection 1 sentence 1 HmbHG)—your data will generally be stored at the University at least until the time of your withdrawal. However, if you are not obliged to purchase the semester Deutschlandticket, your abovementioned data will not be processed in connection with the purchase of the semester Deutschlandticket but rather will be blocked for this processing purpose and will not be transmitted to S-Bahn Hamburg GmbH.

Find further information on the duration of storage of your personal data by S-Bahn Hamburg GmbH on the following web page: [Datenschutzhinweise zum Deutschlandsemesterticket der S-Bahn Hamburg GmbH](#).

5. **Your rights**

You have the following rights:

a. **Right of access**

You have a right to obtain information from the controller pursuant to Article 15 GDPR.
b. **Right to rectification**
   You may request that the controller rectify any inaccurate personal data concerning you pursuant to Article 16 GDPR.

c. **Right to erasure (“right to be forgotten”)**
   You have the right to have your personal data and information deleted by the controller respectively “the right to be forgotten” pursuant to Article 17 GDPR.

d. **Right to restriction of processing**
   You have the right to restrict the processing of your personal data pursuant to Article 18 GDPR.

e. **Right to data portability**
   You have the right to demand from those responsible that your personal data be transferred pursuant to Article 20 GDPR.

Contact our data protection officer (named in number 1c) if you have any questions about exercising your rights.

In addition, you have the right to lodge a complaint with the state data protection officer of a supervisory authority about the processing of your personal data (Article 77 GDPR). The Hamburg Commissioner for Data Protection and Freedom of Information (HmbBfDI) is responsible for Universität Hamburg.